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Reading Assignment

• Please read Chapter 2 of the course textbook by Katz and Lindell
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Recall Slide 11 from Crypto I Lecture
• M is a set of all possible messages, i.e., the message space
• C is a set of all possible ciphertexts, i.e., the ciphertext space
• Gen is a key generation procedure

• The output of Gen is key k
• Gen may or may not require an input
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Now We Add the Following
• K is a set of all possible keys, i.e., the key space
• In the one-time pad, |K| = |M| = |C| = l
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DEFINITION 2.3    Encryption scheme  = ( , , ) with message 
space is perfectly secret if for every probability distribution over , every 
message , and every ciphertext for which 

 .
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Notation

•  denotes repeated n times, e.g., for n = 5 then we have that 


• Note that in Professor Mooney’s opinion sometimes Katz and Lindell use 

when n would have been just as clear (or even more clear!) 

• is a bit, i.e., it is possible that or 
• is a bit, i.e., it is possible that or 

• Note that in Katz and Lindell the apostrophe does not signify 
complementation!

• In other words, is just another variable such as 
• As a result, it is possible to have both and 
• It is also possible to have both and 
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